
The Differentiator

STARTS TODAY

The members of The Cerrado Group are committed 
to protecting the data and Personally Identi�able 
Information of their Plan Sponsors and Service 
Partners. Members must have controls and practices 
in place to ensure that data held on their systems 
is protected and processes are in place to be pro-
active and vigilant. The Cerrado Group has made a 
signi�cant investment of time, energy, and money  
to develop a top-notch Cyber Security Standard.

The Cerrado Group Commitment
The Cerrado Group recognizes the importance of data security. A successful TPA �rm must have controls and practices in 
place to ensure that any data held on its systems is protected and as such, we hold our members to a high standard when it 
comes to security protocols. We have a practice management team devoted to best practices and have developed minimum 
standards that every member must meet. These standards include such things as business continuity plans, ongoing training, 
secure protocols with respect to working remotely, mobile device controls, proper data encryption policies, password 
protocols, and many more. Our approach ensures peace of mind for all parties we work with that their data is safe with us. 

THE FUTURE OF CYBER SECURITY

QPS ADOPTS THE CERRADO
STANDARD

For more information please reach out to Damon Harper at dharper@qpscentral.com or 303-726-9830 www.qpscentral.com

Exceeding
 the DOL 

Guidelines 
Alignment with the DOL 

Guidelines Plus adherence to 
the NIST standard, a globally 

accepted protocol 

Industry Leading Commitment 
To Cybersecurity Protocols 

& Practices 
All members of The Cerrado 
Group must adhere to the 

Standard in order to maintain 
membership 

Intensely Focused on 
the Future of Data 

Security 
Focused on �ve speci�c 

functions: Identify,  Protect, 
Detect, Respond and 

Recover. 
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